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BUSINESS ASSOCIATE AGREEMENT 

This Business Associate Agreement (this "Agreement'") is made effective on (Date) and is entered into by and between XXXXXXX  (hereinafter referred to as "Business Associate") with its principal office at XXXXXXX and Green Hills Direct Family Care (hereinafter referred to as “Covered Entity”), a physician practice with its principal office at Green Hills Direct Family Care, 1150 Glenlivet Drive, Suite A17, Allentown, PA  18106.

RECITALS

1. The identified Covered Entity desires to disclose certain health information to Business Associate pursuant to the terms of the Agreement, some of which may constitute Protected Health Information (PHI) (defined below).
2. Covered  Entity and Business Associate intend to protect the privacy and security of certain PHI to which Business Associate may have access in order to provide goods or services to or on behalf of Covered Entity, in accordance with the Health Insurance Portability and Accountability Act of 1996, Public Law 104-191 (HIPAA), the Health Information Technology for Economic and Clinical Health (HITECH) Act, Title XIII of Division A and Title IV of Division B of the American Recovery and Reinvestment Act of 2009 (ARRA), Pub. L. No. 111-5 (Feb. 17, 2009) and related regulations, the HIPAA Privacy Rule (Privacy Rule), 45 C.F.R. Parts 160 and 164, as amended, the HIPAA Security Rule (Security Rule), 45 C.F.R. Parts 160, 162 and 164, as amended, 42 U.S.C. § 602(a)(1)(A)(iv), 42 U.S.C. § 1396a(a)(7), 35 P.S. § 7607, 50 Pa.C.S. § 7111, 71 P.S. § 1690.108(c), 62 P.S. § 404, 55 Pa. Code Chapter 105, 55 Pa. Code Chapter 5100, 42 C.F.R. §§ 431.301-431.302, 42 C.F.R. Part 2, 45 C.F.R. § 205.50, the Pennsylvania Breach of Personal Information Notification Act, 73 P.S. § 2301 et seq., and other relevant laws, including subsequently adopted provisions applicable to use and disclosure of confidential information, and applicable agency guidance. 

3. Business Associate may receive PHI from Covered Entity, or may create or obtain PHI from other parties for use on behalf of Covered Entity, which PHI may be used or disclosed only in accordance with this Agreement and the standards established by applicable laws and agency guidance. 

4. Business Associate may receive PHI from Covered Entity, or may create or obtain PHI from other parties for use on behalf of Covered Entity, which PHI must be handled in accordance with this Agreement and the standards established by HIPAA, the HITECH Act and related regulations, and other applicable laws and agency guidance. 

Upon reflection for the mutual promises below and the exchange of information pursuant to this Addendum, the parties agree as follows:
AGREEMENT

1.  Applicability:  This Agreement applies to all agreements and relationships between Covered Entity and Business Associate, whether written or verbal, pursuant to which Covered Entity provides or will provide any PHI to Business Associate in any form whatsoever (the “Arrangement”).  As of the Effective Date, this Agreement shall automatically amend and be incorporated as part of the Arrangement, whether or not specifically referenced therein.  
2. Definitions:  The source for the following common definitions used in this Agreement shall be the glossary of terms published in the HIPAA Privacy and Security Breach Notification, and Enforcement Rules: Breach, Data Aggregation, Designated Record Set, Disclosure, Health Care Operations, Individual, Minimum Necessary, Notice of Privacy Practices, Protected Health Information, Required by Law, Secretary, Security Incident, Subcontractor, Unsecured Protected Health Information, and Use.
Breach: Under HITECH, the acquisition, access, use, or disclosure of protected health information in a manner not permitted under subpart E of this part that compromises the security or privacy o the protected health information (45 CFR 164.402 2013)
Breach notification: As amended by HITECH, a covered entity shall, following the discovery of a breach of unsecured protected health information, notify each individual whose unsecured protected health information has been, or is reasonably believed by the covered entity to have been, accessed, acquired, used, or disclosed as a result of such breach (45 CFR 164.404 2013) 
Protected health information (PHI): As amended by HITECH, individually identifiable health information: (1) Except as provided in paragraph (2) of this definition, that is: (i) transmitted by electronic media; (ii) maintained in electronic media; or (iii) transmitted or maintained in any other form or medium. (2) Protected health information excludes individually identifiable health information: (i) in education records covered by the Family Educational Rights and Privacy Act, as amended, 20 U.S.C. 1232g; (ii) in records described at 20 U.S.C. 1232g(a)(4)(B)(iv); (iii) in employment records held by a covered entity in its role as employer; and (iv) regarding a person who has been deceased for more than 50 years (45 CFR 160.103 2013)
(a) Business Associate. For purposes of this agreement, business associate includes all agents and subcontractors. “Business Associate” shall generally have the same meaning as the term “business associate” at 45 CFR 160.103, and in reference to the party to this agreement, shall mean [Insert Name of Business Associate].
(b) Covered Entity. “Covered Entity” shall generally have the same meaning as the term “covered entity” at 45 CFR 160.103, and in reference to the party to this agreement, shall mean Green Hills Direct Family Care.
(c) HIPAA Rules. “HIPAA Rules” shall mean the Privacy, Security, Breach Notification, and Enforcement Rules at 45 CFR Part 160 and Part 164.
(d) HITECH Act.  HITECH Act shall mean the Health Information Technology for Economic and Clinical Health (HITECH) Act, Title XIII of Division A and Title IV of Division B of the American Recovery and Reinvestment Act of 2009 (ARRA), Pub. L.No. 111-5 (Feb. 17, 2009.

(e) Unsecured PHI.  Unsecured PHI shall mean PHI that is not rendered unusable, unreadable, or indecipherable to unauthorized persons through the use of a technology or methodology as specified in HITECH regulations and agency guidance or as otherwise defined in the HITECH Act.

Business Associate Obligations and Activities

Business Associate agrees to:

Permitted Uses

The Parties hereby agree that Business Associates shall be permitted to use and/or disclose protected health information provided by or obtained on behalf of Covered Entity in compliance with and as permitted or required by the Agreement or as required by law.

Permitted Disclosures

Business Associate may use or disclose PHI to provide goods and/or perform functions, activities, or services for, or on behalf of, Covered Entity as specified in the Arrangement or this Agreement, provided that such use or disclosure would not violate the Privacy or Security Rule standards if done by Covered Entity or the minimum necessary policies and procedures of Covered Entity.  Further, if the terms of the Arrangement require Business Associate to provide Data Aggregation services to Covered Entity, Business Associate may use PHI to provide such Data Aggregation Services as permitted by applicable law and/or regulation. 
Business Associate may disclose PHI for the proper management and administration of Business Associate or to carry out the legal responsibilities of Business Associate, provided such disclosures are required by law, or Business Associate obtains reasonable assurances (including any legally required assurances) from the person to whom the information is disclosed that it will remain confidential and used or further disclosed only as required by law or for the purpose for which it was disclosed to the person, and the person notifies Business Associate of any instances of which it is aware in which the confidentiality of the information has been breached.
NO OTHER USES OR DISCLOSURES OF PHI OR OTHER INFORMATION ARE PERMITTED. 
Limits on Use and Further Disclosure Established by Agreement and Law.  

Business Associate agrees that the PHI provided by, or created or obtained on behalf of Covered Entity shall not be further used or disclosed other than as permitted or required by this Agreement or as required by law and agency guidance.

Privacy Rule.  

Business Associate shall comply with the requirements of the Privacy Rule to the extent that Business Associate is required to carry out Covered Entity’s obligations under the Privacy Rule.
Appropriate Safeguards

Business Associate shall implement appropriate safeguards as are necessary to prevent the use or disclosure of PHI otherwise than as permitted by this Agreement. Business Associates shall maintain a comprehensive written information privacy and security program that includes administrative, technical and physical safeguards appropriate to the size and complexity of the Business Associate’s operations and the nature and scope of its activities and implement reasonable and appropriate policies and procedures in order to comply with the standards, implementation specifications, and other requirements of the Privacy Rule. Business Associate shall maintain a written (which may be electronic) record of any action, activity, or assessment under such policies and procedures. Business Associate shall change or amend its policies and procedures as necessary and appropriate to comply with changes in state and federal law, and shall promptly document and implement the revised policy or procedure. Business Associate shall implement the administrative, physical, and technical safeguards set forth in Sections 164.308, 164.310, and 164.312 of the HIPAA Privacy and Security Rules that reasonably and appropriately protect the confidentiality, integrity, and availability of any Protected Health Information that it creates, receives, maintains, or transmits on behalf of Covered Entity, and, in accordance with Section 164.316 of the HIPAA Privacy and Security Rules, implement and maintain reasonable and appropriate policies and procedures to enable it to comply with the requirements outlined in Sections 164.308, 164.310, and 164.312. 
Notification of Breach, Mitigation & Report of Inappropriate Use or Disclosure

Business Associates agree to report to covered entity any use or disclosure of protected health information not provided for by the Agreement of which it becomes aware, including breaches of unsecured protected health information as required at 45 CFR 164.410, and any security incident of which it becomes aware.  The report shall be made to the Privacy Officer at 610-530-9155.  Business Associate shall follow the breach notification requirements in section 13402 of the Health Information Technology for Economic and Clinical Health Act of 2009 ("HITECH Act") and related regulations, agency guidance and other applicable federal and state laws.  In addition, Business Associate shall report to the Privacy Officer at 610-530-9155 within five (5) days of discovery any breach or security incident of which it becomes aware. At the sole expense of Business Associate, Business Associate shall comply with all applicable federal and state breach notification requirements. Business Associate shall indemnify the Covered Entity for costs associated with any breach or security incident involving the acquisition, access, use or disclosure of Unsecured PHI in a manner not permitted under federal or state law and agency guidance.   Business Associate's obligation to indemnify Covered Entity shall survive the expiration or termination of this Agreement for any reason.  The obligation to indemnify pursuant to this Section shall not be subject to any limitation of liability provision contained in the terms or conditions of the Arrangement or this Agreement.

Business Associate, Agents, or Subcontractors

In accordance with 45 CFR 164.502(e)(1)(ii) and 164.308(b)(2), if applicable, Business Associates shall ensure that any agents, including subcontractors, to whom it provides Protected Health Information agree in writing to create, receive, maintain, or transmit protected health information on behalf of the business associate in compliance with the same restrictions, conditions, and requirements that apply to the business associate with respect to such information.  Business Associate agrees that any time PHI is provided or made available to any subcontractors or agents, Business Associate shall provide only the minimum necessary PHI for the purpose of the covered transaction and shall first enter into a subcontract or contract with the subcontractor or agent that contains the same terms, conditions and restrictions on the use and disclosure of PHI as contained in this Agreement.   

Access to Protected Health Information

Business Associate shall make available protected health information in a designated record set maintained by Business Associate or its agents or subcontractors to Covered Entity for inspection and copying within five business (5) days of a request by Covered Entity to enable Covered Entity to satisfy covered entity’s obligations under 45 CFR 164.524
Business Associate agrees to allow an individual who is the subject of PHI maintained in a designated record set, to have access to and copy that individual’s PHI within five (5) business days of receiving a written request from the Covered Entity. Business Associate shall provide PHI to the extent and in the manner required by 45 C.F.R. § 164.524 and other applicable federal and state law and agency guidance.  If Business Associate maintains an electronic health record, Business Associate must provide the PHI in electronic format if requested. If any individual requests from Business Associate or its agents or subcontractors for access to PHI, Business Associate shall notify Covered Entity of same within five (5) business days. Business Associate shall further conform with and meet all of the requirements of 45 C.F.R. §164.524 and other applicable laws, including the HITECH Act and related regulations, and agency guidance.  Business Associate’s charges, if any, for providing such access or copies shall not be more than permitted by laws applicable to Covered Entity. 

Amendments to Protected Health Information
Within five (5) business days of a request by the Covered Entity, the Business Associate or its agents or subcontractors shall make any amendment(s) to protected health information in a designated record set as directed or agreed to by the covered entity pursuant to 45 CFR 164.526, or take other measures as necessary to satisfy covered entity’s obligations under 45 CFR 164.526.  If any individual requests an amendment from Business Associate or its agents or subcontractors, Business Associate shall notify Covered Entity within five (5) business days.
Accounting of Disclosures

Within five (5) business days of notice by Covered Entity of a request for an accounting of disclosures of Protected Health Information, Business Associate and its agents or subcontractors shall make available to Covered Entity the information required to provide an accounting of disclosures to enable Covered Entity to fulfill its obligations under the Privacy Rule, including, but not limited to, 45 CFR Section 164.528. In addition, the Business Associate and its agents or subcontractors maintain and make available the information required to provide an accounting of disclosures to either “covered entity” or “individual.”

At a minimum, such information shall include: (i) the date of disclosure; (ii) the name of the entity or person who received Protected Information and, if known, the address of the entity or person; (iii) a brief description of Protected Information disclosed; and (iv) a brief statement of purpose of the disclosure that reasonably informs the individual of the basis for the disclosure, or a copy of the individual’s authorization, or a copy of the written request for disclosure. In the event that the request for an accounting is delivered directly to Business Associate or its agents or subcontractors, Business Associate shall within three (3) business days of a request forward it to Covered Entity in writing. It shall be Covered Entity’s responsibility to prepare and deliver any such accounting requested. 

Government Access to Records

Business Associate and its agents or subcontractors shall make its internal practices, books, and records available to the Secretary for purposes of determining compliance with the HIPAA Rules. Business Associate shall provide to Covered Entity a copy of any Protected Health Information that Business Associate provides to the Secretary concurrently with providing such Protected Health Information to the Secretary.
Minimum Necessary 

Business Associate or its agents or subcontractors shall only request, use and disclose the minimum amount of Protected Health Information necessary to achieve the purpose of the request, use or disclosure; 45 CFR §164.514(d)(3). Until such time as minimum necessary guidance pursuant to the HITECH Act for purposes of the HIPAA Privacy and Security Rules is available, Business Associate or its agents or subcontractors shall, to the extent practicable, access, use, and request only PHI that is contained in a limited data set (as defined in Section 164.514(e)(2) of the HIPAA Privacy and Security Rules), unless Business Associate requires certain direct identifiers in order to accomplish the intended purpose of the access, use, or request, in which event Business Associate may access, use, or request only the minimum necessary amount of Protected Health Information to accomplish the intended purpose of the access, use, or request. The information that constitutes the “minimum necessary” shall be determined by the Covered Entity based on the minimum amount need to accomplish its intended purposes.
Data Ownership 

The Business Associate nor its agents or subcontractors shall hold any data ownership rights with respect to the Protected Health Information.
Retention of Protected Health Information 

Throughout the term of the Agreement, Business Associate and its subcontractors or agents shall retain all Protected Health Information and shall continue to maintain the information and documentation thereof for a period of seven (7) years from the later of (i) the date of its creation or (ii) termination of the Agreement. Business Associate shall review documentation periodically, and update as needed, in response to environmental and operational changes affecting the security of Protected Health Information. See for reference 45 CFR §164.530(j)(2) and 164.526(d).
Audits, Inspection and Enforcement 

Upon written request by Covered Entity, the Business Associate and its agents or subcontractors shall within five (5) calendar days allow Covered Entity to conduct a reasonable inspection of the facilities, systems, books, records, agreements, policies and procedures relating to the use or disclosure of Protected Health Information pursuant to this Agreement for the purpose of determining whether Business Associate has complied with this Agreement; provided, however, that (i) The Covered Entity and Business Associate shall mutually agree in advance upon the scope, timing and location of such an inspection, (ii) The confidentiality of all sensitive proprietary information of Business Associate accessed by the Covered Entity during the course of the inspection shall be protected by the Covered Entity; and (iii) if requested by Business Associate a mutually agreed upon nondisclosure agreement shall be executed between the Covered Entity and the Business Associate. The fact that Covered Entity inspects, or fails to inspect, or has the right to inspect, Business Associate’s facilities, systems, books, records, agreements, policies and procedures does not relieve Business Associate of its responsibility to comply with this Agreement. The Covered Entity’s (i) failure to detect or (ii) detection, failure to notify Business Associate, or require Business Associate’s remediation of any unsatisfactory practices, does not constitute acceptance of such practice or a waiver of Covered Entity’s enforcement rights under this Agreement.
Restrictions on certain disclosures of PHI

Business Associate agrees to comply with any requests for restrictions on certain disclosures of Protected Health Information to which Covered Entity has agreed in accordance with Section 164.522 of the HIPAA Privacy and Security Rules and of which Business Associate has been notified by Covered Entity. In addition, and notwithstanding the provisions of Section 164.522, Business Associate agrees to comply with an individual’s request to restrict disclosure of Protected Health Information to a health plan for purposes of carrying out payment or health care operations if the Protected Health Information pertains solely to a health care item or service for which Covered Entity has been paid by in full by the individual or the individual’s representative and to which the Covered Entity has notified the Business Associate of in writing.
Mitigation Procedures

Business Associate agrees to establish and to provide to Covered Entity upon request, procedures for mitigating, to the maximum extent practicable, any harmful effect from the use or disclosure of PHI in a manner contrary to this Agreement or the Privacy Rule, as amended. Business Associate further agrees to mitigate any harmful effect that is known to Business Associate of a use or disclosure of PHI by Business Associate in violation of this Agreement or applicable laws and agency guidance. 
Sanction Procedures

Business Associate agrees that it shall develop and implement a system of sanctions for any employee, subcontractor or agent who violates this Agreement, applicable laws or agency guidance. 

Remuneration for PHI

Business Associate agrees that it will not directly or indirectly receive remuneration in exchange for any Protected Health Information of an individual without the written authorization of the individual or the individual’s representative, except where the purpose of the exchange is (i) for public health activities as described in Section 164.512(b) of the Privacy and Security Rules; (ii) for research as described in Sections 164.501 and 164.512(i) of the Privacy and Security Rules, and the price charged reflects the costs of preparation and transmittal of the data for such purpose; (iii) for treatment of the individual, subject to any further regulation promulgated by the Secretary to prevent inappropriate access, use, or disclosure of Protected Health Information; (iv) For the sale, transfer, merger, or consolidation of all or part of Business Associate and due diligence related to that activity; (v) For an activity that Business Associate undertakes on behalf of and at the specific request of Covered Entity; (vi)To provide an individual with a copy of the individual’s Protected Health Information pursuant to Section 164.524 of the Privacy and Security Rules; or (vii) Other exchanges that the Secretary determines in regulations to be similarly necessary and appropriate. 
Remuneration for written communication 

Business Associate agrees that it will not directly or indirectly receive remuneration for any written communication that encourages an individual to purchase or use a product or service without first obtaining the written authorization of the individual or the individual’s representative, unless: (i) such payment is for a communication regarding a drug or biologic currently prescribed for the individual and is reasonable in amount (as defined by the Secretary); or (ii) The communication is made on behalf of Covered Entity and is consistent with the terms of this Agreement. (iii) on and after February 17, 2010, Business Associate agrees that if it uses or discloses patients’ Protected Health Information for marketing purposes, it will obtain such patients’ authorization before making any such use or disclosure. 
Secured vs. Unsecured PHI

For all PHI accessed, used and disclosed by the Business Associate efforts shall be made, as feasible, to create, manage, disclose and destroy all PHI which is controlled by the Business Associate in ways that meet the criteria established in CFR Parts 160 and 164 Guidance Specifying the Technologies and Methodologies That Render Protected Health Information Unusable, Unreadable, or Indecipherable to Unauthorized Individuals for Purposes of the Breach Notification Requirements Under Section 13402 of Title XIII (Health Information Technology for Economic and Clinical Health Act) of the American Recovery and Reinvestment Act of 2009 thereby yielding ‘secured as opposed to ‘unsecured’ PHI which takes advantage of the safe harbor established that reduces the requirements for privacy Breach Notification. Faxes and paper copies of PHI are discouraged for all access, use and disclosure in favor of secured, according to the above definition, electronic access, use and disclosure.
Obligations of Covered Entity
Permissible Requests by Covered Entity
It shall not be permissible for a covered entity to ask a Business Associate, agent or subcontractor to utilize or disclose protected health information in any manner that would not be allowable under Subpart E of 45 CFR Part 164 if done by covered entity. 
Covered Entity shall notify Business Associate as follows; i) of any changes in or revocation of permission by individuals to Use or Disclose their PHI, if such changes affect Business Associate’s permitted or required Uses or Disclosures ii) of any restriction to the Use or Disclosure of PHI that Covered Entity has agreed to under 45 C.F.R. §164.522. iii) of any amendment to the PHI that Covered Entity has agreed to. 
Restrictions

Covered Entity shall notify Business Associate of any restriction to the use or disclosure of PHI that the Covered Entity has agreed to in accordance with 45 CFR §164.522 and other applicable laws and applicable agency guidance, to the extent that such restriction may affect Business Associate’s use or disclosure of PHI.
Business Associate Agreement Term and Termination
Term 

The Term of this Agreement shall be effective as of [Insert effective date], and shall terminate on [Insert termination date or event] or on the date covered entity terminates for cause as authorized in paragraph (b) of this Section, whichever is sooner. 
Termination for Cause 
In addition to and notwithstanding the termination provisions set forth in the Arrangement, both this Agreement and the Arrangement may be terminated by Covered Entity immediately upon written notice to Business Associate if Covered Entity, in its sole discretion, determines that Business Associate has breached a material provision of this Agreement.  Alternatively, Covered Entity may choose to:  (i) provide the Business Associate with ten (10) days' written notice of the existence of an alleged material breach; and (ii) afford the Business Associate an opportunity to cure said alleged material breach subject to the satisfaction of Covered Entity, in its sole discretion.  Failure to cure in the manner set forth in this subparagraph is grounds for the immediate termination by Covered Entity of this Agreement and the Arrangement
Obligations of Business Associate upon Termination
At termination of this Agreement, Business Associate hereby agrees to return or destroy all PHI provided by or obtained on behalf of Covered Entity.  Business Associate agrees not to retain any copies of the PHI after termination of this Agreement.  If return or destruction of the PHI is not feasible, Business Associate agrees to extend the protections of this Agreement to limit any further use or disclosure until such time as the PHI may be returned or destroyed. If Business Associate elects to destroy the PHI, it shall certify to Covered Entity that the PHI has been destroyed.

Judicial or Administrative Proceedings

Either party may terminate this Agreement, effective immediately, if (i) the other party is named as a defendant in a criminal proceeding for a violation of HIPAA, the HIPAA Regulations or other security or privacy laws or (ii) a finding or stipulation that the other party has violated any standard or requirement of HIPAA, the HIPAA Regulations or other security or privacy laws is made in any administrative or civil proceeding in which the party has been joined.
Survival 

The obligations of business associate under this Section shall survive the termination of this Agreement.
Material Breach 

A Breach by Business Associate of any provision of this Addendum, as determined by Covered Entity, shall constitute a material breach of the Agreement and shall provide grounds for immediate termination of the Agreement by Covered Entity pursuant to Section 4c. See for reference, 45 CFR §164.504(e)(2)(iii).
No Third Party Beneficiaries 
There are no third party beneficiaries in this Agreement.  Nothing in this Agreement is intended to create any rights or remedies in any third party beneficiary, including any individual whose PHI is used or disclosed
Indemnification

Business Associate and its subcontractors or agents shall indemnify and hold Covered Entity harmless from and against any and all claims, liability, reasonable attorneys’ fees and costs of suit arising out of or in connection with injuries or damages caused by Business Associate as a result of Business Associate’s actions, conduct, behavior, malfeasance or negligence which result in Business Associate’s failure to perform its duties and obligations under this Agreement.
Disclaimer

Covered Entity makes no warranty or representation that compliance by Business Associate and its subcontractors or agents with this Addendum, HIPAA or the HIPAA Regulations will be adequate or satisfactory for Business Associate’s own purposes. Business Associate is solely responsible for all decisions made by Business Associate regarding the safeguarding of PHI.
Amendment to Comply with Law

The parties acknowledge that state and federal laws relating to data security and privacy are rapidly evolving and that amendment of this Agreement may be required to provide for procedures to ensure compliance with such developments. The parties specifically agree to take such action as is necessary to implement the standards and requirements of HIPAA, the Privacy Rule and other applicable laws relating to the security or confidentiality of PHI. The parties understand and agree that Covered Entity must receive satisfactory written assurance from Business Associate that Business Associate will adequately safeguard all Protected Health Information. Upon the request of either party, the other party agrees to promptly enter into negotiations concerning the terms of an amendment to this Addendum embodying written assurances consistent with the standards and requirements of HIPAA, the Privacy Rule or other applicable laws. Covered Entity may terminate this Agreement upon thirty (30) days written notice in the event (i) Business Associate does not promptly enter into negotiations to amend this Agreement when requested by Covered Entity pursuant to this Section or (ii) Business Associate does not enter into an amendment to this Agreement providing assurances regarding the safeguarding of PHI that Covered Entity, in its sole discretion, deems sufficient to satisfy the standards and requirements of HIPAA and the Privacy Rule.
Interpretation
 Any ambiguity in the Agreement shall be resolved in favor of a meaning that permits Covered Entity to comply with the standards and requirements of HIPAA, the HIPAA Regulations, HITECH, the HITECH Regulations and other applicable laws relating to the security or confidentiality of PHI.
Modification

This agreement may not be amended, modified, altered, or changed in any respect whatsoever except by a further agreement in writing, fully executed by each of the parties.

Effective Date

Except as otherwise specified herein, this Agreement shall become effective as of the effective date of the Arrangement (the “Effective Date”).  The term of this Agreement shall commence on the Effective date and shall terminate on the date the Arrangement terminates.

IN WITNESS WHEREOF, each of the undersigned has caused this Agreement to be duly executed as of the date herein set forth.

GREEN HILLS DIRECT FAMILY CARE 

XXXXXXXXX




Business Associate

By:


By:

Title:


Title:

Date:


Date:

